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1.  Introduction 

“Whistleblowing” is an Anglo-Saxon derived term which describes the process through which the 
employees or contractors of an organization report an offense, illegal act or any irregular conduct, 
committed by other members of the organization to specific parties or bodies (including the police 
and public authorities). 

From this perspective, the Reporting (known as whistleblowing), is an act through which the Reporter 
(the whistleblower) contributes to the emergence and prevention of risks and situations that are 
prejudicial to the organization to which they belong and, by extension, to the interests of the partners 
and shareholders and the Group. 

The RDM Group has already set up information channels to guarantee the disclosure of irregularities 
or violations of the Group's Code of Ethics, the Organization, Management and Control Model 
(hereinafter the Model) pursuant to Legislative Decree 231/01, as well as the occurrence of possible 
anomalies or weaknesses in the internal control system adopted in Group companies. 

Precisely with the objective of promoting a culture of transparency and strengthening the existing 
disclosure instruments adopted for Reporting suspected irregularities or breaches within an 
organization, the RDM Group believed it was necessary to implement the current 
Whistleblowing Procedure (hereinafter known as the “Procedure”). 

This procedure is updated to the provisions of Legislative Decree No. 24 of 10 March 2023, 
implementing Directive (EU) 2019/1937 of the European Parliament and of the Council of 23 October 
2019 on the protection of persons who report breaches of Union law and laying down provisions 
concerning the protection of persons who report breaches of national laws. 

Note, specifically, that no negative consequences will result for whoever reports something in 
good faith and the identity of the Reporter will remain confidential, with the exception of the 
obligations of local laws which could arise from the Reporting. 

 
2. Target 

The target of the Procedure is: 

o the senior management and members of the corporate bodies of the RDM Group companies; 

o all employees of the RDM Group, partners, customers, suppliers, consultants, contractors, 
shareholders and, more generally, anyone with a vested interested in the RDM Group ("Third 
parties"). 

3. Definitions 

SUPERVISORY BODY OR ODV: the internal control body of Reno De Medici S.p.A., appointed by the 
Board of Directors with, among other things, the task of receiving, analyzing and verifying the 
Reports. 

REPORTER OR WHISTLEBLOWER: whoever witnesses or is aware of an illegal activity or irregularity in 
the workplace and decides to report it. This can be anyone who carries out a specific task or function 
in or for RDM Group companies (e.g. employees, executives, directors or members of corporate 
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bodies, third parties such as contractors, consultants, intermediaries, agents, suppliers of products 
and services, customers). 

REPORTING: disclosure by the Reporter involving the reasonable and legitimate suspicion or 
awareness of violations of the law, the Group's Code of Ethics or the Model, committed by employees 
or representatives of the organization, which can result, directly or indirectly, in damage, economic 
or financial, or to the image of the Group and/or Group companies. Events worthy of Reporting and 
those which, on the other hand, should be considered outside of the scope of WB, are identified by 
the Supervisory Body and reported in this Procedure. 

REPORTED PARTY: whoever is the subject that the Reporter claims has committed the violation or 
suspected violation. 

VIOLATION: this corresponds to any action contrary to: (i) laws and regulations; including those 
pertaining to European Union law; (ii) principles endorsed in the Code of Ethics; (iii) corporate 
regulations and procedures; (iv) principles, standards and activities set out in the Models pursuant 
to Legislative Decree 231/01 adopted by the Group's Italian companies. 

 
4. Scope and Application perimeter  

This document (hereinafter the "Procedure") proposes to govern the process of receiving, analyzing 
and dealing with Reports, from whoever they are sent or submitted by. 

The Procedure applies to all RDM Group companies and does not replace, but rather completes, 
any existing local procedures which refer to comparable/similar cases.  

Specifically, for RDM Group companies with their registered offices in Italy, this Procedure is applied 
by the Supervisory Bodies, where established pursuant to Legislative Decree 231/01 and as 
amended, which are bound to report half-yearly on the application of this Procedure to the 
Supervisory Body of Reno De Medici S.p.A. 

This Procedure should be implemented in compliance with the local legal obligations which could 
result from the Reporting, specifically regarding the issue of the obligation of disclosure to the Judicial 
Authorities or to the Supervisory Authorities and the subject of handling personal data and privacy 
protection. 

5. Subject and Content of the Reports 

The subject of the Reports can be behavior, consummated acts or omissionsor attempted to damage 
the integrity of the company’s organization. In contrast, the Reporting cannot involve complaints, 
grievances or concerns of a personal nature regarding employment relations or relations with 
superiors or colleagues.  

Within the context of the RDM Group, the following actions and omissions are significant, for the 
purpose of Reporting, by way of example and not exhaustively: 

o consisting of administrative offences, civil offences or criminal offences (any offence);; 

o being related to relevant unlawful conduct in violation of the Code of Ethics or Organization, 
Management and Control Model pursuant to Legislative Decree 231/01, other corporate 
provisions punishable and liable to disciplinary action; 
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o consisting of offences deriving from European Union rules, either those falling within the list 
of those listed in the annex to Legislative Decree No. 24 of 10 March 2023; those affecting 
the financial interests of the European Union, or concerning the Union's internal market; 

o those likely to cause financial damage or to harm to the image of the RDM Group; 

o those likely to cause damage to the health or safety of employees, consumers or citizens or 
to cause damage to the environment. 

Reports can involve directors, auditors, management or employees of the RDM Group and, in 
general, anyone operating in Italy and abroad in the name of and/or on behalf of the Group or Group 
companies, or those who have business relations with it, including audit firms, partners, customers, 
suppliers, consultants, contractors, volunteers, institutions and public bodies.  

If Reports are received regarding the Supervisory Body of one of the Group's Italian companies, the 
above-mentioned Reports will be forwarded directly to the Supervisory Body of Reno De Medici 
S.p.A. If, on the other hand, the Report relates to a member of the Supervisory Body of Reno De 
Medici S.p.A., the disclosure should be directed to the Chairman of the Board of Directors. 

If an employee were to receive a Report from other parties (e.g. colleagues/third parties), he/she is 
obliged to forward the actual Report, immediately and exclusively, at all times in accordance with the 
methods outlined below, complete with all potential supporting documentation received, not keeping 
a copy and refraining from undertaking any independent analysis and/or follow-up action. 

There are three possible types of Reports: 

→ Open, or when the Whistleblower openly raises an issue without limits related to 
confidentiality; 

→ Confidential, when the name of the Whistleblower is known, but the organization deals with 
the Report confidentially without revealing the identity of the Reporter as it does not have 
his/her explicit consent; 

→ Anonymous, when the details concerning the Whistleblower are not made explicit nor can 
they be otherwise identified. In this case the Report will, in any event, be taken into 
consideration, but the anonymity could significantly complicate the investigations and could 
preclude the adoption of the necessary measures.  

Regardless of the above-mentioned types, the Report should contain a substantiated and detailed 
description of the violation, based on the precise and consistent matters of fact, such as: 

(1) the people/companies involved; 

(2) the place where the event described took place; 

(3) the date; 

(4) any witnesses; 

(5) evidence/documentation supporting what has been described in the Report.  

This is in order to be able to verify the validity of the events outlined, in order to enable the necessary 
checks.  

The Report should be addressed to the Supervisory Body of Reno De Medici S.p.A. in accordance 
with the following methods: 
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• by means of the specific cloud-based information system known as the whistleblowing 
module (hereinafter only "Information System") - accessible via an icon on the Intranet and/or 
at the following web address (https://privacyportal-de.onetrust.com/whistleblower/7983cb48-
135b-4c99-9382-7913ed4f6baf/b3b3db09-a349-4da5-a3ea-276a270fe3c6/landing). With 
the whistleblowing module, the whistleblowing report is handled directly in the Information 
System and therefore the process of handling the report: requests for additional documents, 
analysis, handling and closure of the report are processed directly in the Information System. 
It will be up to the whistleblower to identify himself or herself or to remain anonymous; 

• through ordinary post to the address: Reno De Medici S.p.A. c/a Supervisory Body, Viale 
Isonzo, 25, 20135 Milan; 

• by e-mail at: organismodivigilanza@rdmgroup.com; 

• at the request of the reporting person, by means of a face-to-face meeting set within a 
reasonable period of time. 

6. Preliminary analysis  

All Reports in IT system are subject to a preliminary analysis by the Supervisory Body in order to 
check for data and information helpful in enabling an initial evaluation of the validity of the actual 
Report. By using the IT system, the Supervisory Body can make supplementary requests to the 
Reporter in order to proceed with the start of the analysis activity. 

In carrying out the above-mentioned analysis, the Supervisory Body – for specific aspects dealt with 
in the Reports and if it deems it necessary – will avail itself of the support of the Internal Audit function, 
within their area of responsibility. 

If, at the end of the preliminary analysis phase, it transpires that: 

- there are no sufficiently substantiated elements or, in any event, the facts referred to in the 
Report are unfounded, and a decision is taken not to proceed, the Supervisory Body will 
formally close the Report, giving the reasons inside the IT system; 

- if the Report is valid, the Supervisory Body will define a specific intervention plan which 
includes appropriate initiatives, corrective actions/measures, the persons appointed and the 
implementation times, as described below in more detail in the paragraph “Specific in-depth 
investigations and actions”. All the details of the progress of the activities carried out in 
connection with the Report are documented in the IT system. 

7. Specific in-depth investigations and actions  
With reference to each Report, where, following the preliminary analyses, it transpires that there are 
or there appear to be relevant and sufficient elements for an evaluation of the validity of the actual 
Report, without prejudice to the right of defense of the Reporter, the Supervisory Body shall: 

i. launch specific analyses (potentially also through audit activities) as well as involving the 
corporate functions affected by the Report in addition to the Internal Audit function; 

ii. terminate the investigations at any time, if the Report is confirmed as being unfounded during 
the course of the investigations; 

iii. make use of experts or specialists outside of the company, if necessary; 
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iv. notify the head of the function involved in the Report in a special communication to 
management, detailing the action plan needed to remove the control weaknesses detected, 
also guaranteeing the monitoring of the implementation; 

v. agree any initiatives to be undertaken, with the Legal Department and/or with Human 
Resources Management or other functions involved, in order to safeguard the interests of 
the company and/or the Group (e.g. legal action, termination/withdrawal of suppliers from the 
dedicated Register); 

vi. request the launch, with the agreement of Human Resources Management and the Director 
and/or General Manager of the company, of disciplinary proceedings or more provisions with 
regard to the Reported Party or the Reporter, as required by paragraph 9 “Inappropriate 
reports”. 

 

8. Confidentiality, protection and safeguarding of the Whistleblower 

The actions resulting from the Report should be taken into consideration by the Supervisory Body 
observing the utmost impartiality and confidentiality as well as by all parties involved, in full 
compliance with the principles of law and regulations on the subject of the handling of personal data 
and privacy protection.  

The RDM Group does not tolerate threats or insinuations of any kind with regard to the Reporter or 
anyone who has collaborated in the activity of checking into the validity of the Report.  

Any threats or insinuations should be swiftly reported to the Supervisory Body through the methods 
described for Reports (see paragraph 5 of this Procedure). 

9. Inappropriate reports 

In the case of Reports with regard to which the bad faith of the Reporter has been established and/or 
a purely defamatory intent, also confirmed by the unfoundedness of the actual Report, the 
Supervisory Body reserves the right to ask the directors and general managers of the Group 
company, in conjunction with Human Resources Management, to undertake disciplinary measures 
with regard to the Reporter.  

10. Implementation timetable 

In order to guarantee correct implementation, this Procedure, in addition to being translated into 
English, and in the local languages of the different Group companies, should be made available and 
disclosed, in the local language, to all employees of every Group company. A copy of the Procedure 
translated into the various local languages is filed on the Group intranet. 

11. Storage of documentation 

In order to guarantee the management and traceability of Reports and related activities, the 
Supervisory Body ensures that the Reports in IT system plus all related supporting documentation 
are archived for a period of 5 years from the receipt of the Report, in compliance with the rules on 
data confidentiality and security adopted at Group level.  

  



  RDM GROUP WHISTLEBLOWING PROCEDURE 

8 

 

 

12. Annexes 

A. Privacy information 
 

 

Pursuant to current legislation on the protection of personal data (the “Privacy Policy”) including Regulation (EU) 2016/679 
(the “GDPR”) and Legislative Decree 196/2003 as amended by Legislative Decree 101/2018 (“Privacy Code”) and pursuant 
to Legislative Decree 24/2023 (“Whistleblowing Decree”), Reno de Medici S.p.A. as Data Controller (,Company” or 
“Owner“), as well as all subsidiaries of the RDM Group, as joint data controllers (the “Joint Controllers“), inform all employees 
of the RDM Group, collaborators, partners, consultants, customers, suppliers and, more generally, anyone who is in a 
relationship of interest with the RDM Group – as well as all persons involved in the scope of the Reporting (such as infra 
defined) – (the “Data Subjects or, in the singular, the” Data Subject“) that it will process their personal data collected in the 
context of the management of any reports of breaches (the “Reports”) made by the Data Subjects, as notifying parties 
(“Reporting agents” or “Reporters”), through the reporting channels made available by the Company, in strict compliance 
with the Whistleblowing Decree and the Privacy Legislation, for the purposes and in the manner described in this information 
sheet (the” Privacy Notice”). 

1. What channels can be used? 

This Privacy Notice concerns the processing of personal data collected as part of the management of Reports made 
through the following internal channels: 

a. the One Trust electronic reporting channel (“Whistleblowing Module”) accessible by icon on the company intranet 
and/or by link found on the company website https://rdmgroup.com/it/ (the “Platform”); 

b. by ordinary post to: Reno De Medici S.p.A, f.a.o. Supervisory Board, Viale Isonzo 25, 20135 Milan; 

c. by email to: organismodivigilanza@rdmgroup.com ; 

d. at the Reporter’s request, by means of a direct meeting within a reasonable period. 

Reports may be of 3 types: 

1. Open, meaning when Whistleblower openly raises a problem without any limits related to his/her 
confidentiality; 

2. Confidential, when the Reporter’s name is known only to the persons responsible for managing Reports, 
but the Company treats the Report confidentially without revealing the identity of the Reporter or without 
his or her express consent; 

3. Anonymous, when the details of the Reporter are not explicit or otherwise identifiable.  

For more information, please refer to the Procedure adopted by the Company and available on the Company intranet and 
on the Company’s website. 

2. WHO IS THE DATA CONTROLLER? 
The Data Controller is Reno de Medici S.p.A., with registered office at Viale Isonzo 25, 20135, Milan, VAT No. 00883670150, 
contact number 02 89966 111 or at the following email address: RDM-GDPR@rdmgroup.com. 

The Company's Data Protection Officer is the Data Protection Officer (“DPO”), domiciled at the headquarters at Viale Isonzo 
25, Milan, which can be contacted at the following email address: dataprotectionofficer@rdmgroup.com. 

Privacy notice on the processing of personal data in the 
context of Whistleblowing pursuant to Articles 13 and 

14 of the GDPR 

 

 

 

mailto:organismodivigilanza@rdmgroup.com
mailto:RDM-GDPR@rdmgroup.com
mailto:dataprotectionofficer@rdmgroup.com
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The Data Controller is the holding company of the RDM Group (the “RDM Group”). The subsidiaries of the RDM Group, the 
list of which is available on the company website, operate as Joint Data Controllers. 

3. WHAT PERSONAL DATA DO WE COLLECT? 
The Data Controller, by reason of the type of Report (open, confidential or anonymous) and in the context of its management, 
processes the following personal data provided by the Data Subjects: 

Common 
data 

If the Data Subject makes an open or confidential report, and therefore does not opt for 
anonymous reporting, the Data Controller (and the Joint Controller for reports within its purview) 
processes the following data:  

• identification and contact details of the Data Subject, including but not limited to: name, address or 
other personal identification details; personal and/or company telephone and email contact details; 

• data relating to the employment and/or contractual relationship with the Company and/or other 
RDM Group companies, such as, by way of example but not limited to: professional title, function 
held, information relating to professional activity; 

• further data and information characterising the content of the Report; 
• if the Report takes place through a fixed direct meeting and the Data Subject, as required by the 

Whistleblowing Decree, has given his or her consent to the recording, the voice of the Data Subject, 
it being understood that the Company shall inform the Data Subject that no specific technical device 
will be used which allows for the unambiguous identification or authentication of the Data Subject; 

• where appropriate, personal data of other whistleblowers involved in the Report, including 
facilitators; 

 

 
The Data Controller, as well as any Joint Controller, does not collect data that is manifestly not useful for the processing of 
a specific Report and, if collected accidentally, will be deleted immediately. 

Without prejudice to compliance with the rules and principles on the protection of personal data provided for by the Privacy 
Legislation and the confidentiality obligations established in the Whistleblowing Decree by the Data Controller, as well as by 
each Joint Controller, the personal data indicated above: 

i. may be supplemented and/or updated on the basis of additional information collected or already available to the Data 
Controller, the Joint Controller and/or directly provided by the Data Subject, including in order to verify the validity of the 
Report; 

ii. may include additional types of personal data (including, where appropriate: Special Categories of Personal Data pursuant 
to Article 9 of the GDPR and Personal data relating to criminal convictions and offences pursuant to Article 10 of the 
GDPR) freely provided by the Data Subject in the context of the Report, which may constitute elements characteristic of 
the content of the Report itself, and refer to persons indicated as possible liable for the unlawful conduct, as well as to 
those involved in the reported events in various ways; 

iii. They may also be processed in the case of an Anonymous Report only if the Data Subject decides, after the time of the first 
Report, not to remain anonymous. 
 

The Data Controller shall inform Data Subjects that the identity of the Whistleblower and any other information from which 
such identity may emerge, directly or indirectly, shall not be revealed without the prior express consent of the 
Whistleblower by the Data Controller and/or other RDM Group companies to persons other than those competent to receive 
and follow up the Reports, expressly authorised to process such data pursuant to Article 29 of the GDPR and 2-quaterdecies 
of the Privacy Code, and in any case in accordance with the provisions of the Whistleblowing Decree. 

4. FOR WHAT PURPOSES DO WE PROCESS YOUR PERSONAL DATA AND ON WHAT LEGAL BASIS DOES 
THAT PROCESSING TAKE PLACE? 

The Data Controller shall inform the Data Subjects that the personal data acquired by the Company as part of the collection 
and management of the Report will be processed electronically and physically for the following purposes (the “Purposes”): 
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Purpose of processing Legal basis of 
processing 

Nature of personal data provision 

a) Collection, documentation and management, in a 
confidential manner, according to the methods 
permitted by law and guaranteeing the protection 
of the Reporting agent, of Reports relating to 
conduct, acts or omissions consumed or 
attempted, by persons who in various capacities 
interact with the Data Controller, to the detriment 
of the integrity of the company organisation for the 
performance of the necessary investigative 
activities aimed at verifying the validity of the fact 
subject to Report and the adoption of the 
consequent measures. 

Article 6(1)(c) of the GDPR: 

legal obligation to which the 
Data Controller is subject 
pursuant to the 
Whistleblowing Decree 

 

 

The provision of personal data is optional, as 
the data subject has the right to report 
anonymously. 
 
 
The  

b) Establishment, exercise or defence of a right in 
court. 
 

 

 

Article 6, paragraph 1, letter f) 
of the GDPR: legitimate 
interest of the Data Controller 
relating to the right to defend 
and exercise its rights or that 
of a third party. 

c) although the Data Controller does not require the 
Data Subject to provide Special Categories of Data, 
if this data is contained in the Report and it is 
inevitable and necessary to process it, processing 
will take place solely for the purposes of managing 
the Reports and the necessary investigative and 
verification activities and for the purposes of 
establishing, exercising or defending a right in 
court. 

Article 9, paragraph 2, letter b) 
legal obligation to which the 
Data Controller is subject; and 
Article 9, paragraph 2, letter f) 
establishing, exercising or 
defending a right in judicial 
proceedings. 

d) although the Data Controller does not require the 
Data Subject to provide Personal Data relating to 
criminal convictions and offences, if this data is 
contained in the Report and it is inevitable and 
necessary to process it, processing will take place 
solely for the purposes of managing the Reports 
and the necessary investigative and verification 
activities and for the purposes of ascertaining, 
exercising or defending a right in court. 

Article 10 of the GDPR  
legal obligation to which the 
Data Controller is subject. 

 
It is clarified that the Data Controller will process data for the collection and management of Reports relating to the entire 
RDM Group, coordinating from time to time with the subsidiaries concerned; the individual subsidiaries, as Joint Data 
Controllers, will process data acquired in the context of the management of Reports for the purposes referred to in the 
previous point, but exclusively in the context of Reports relating to its subsidiary.   
 
If the legal basis for the processing is the legitimate interest of the Data Controller, it warrants that it has previously carried 
out a (“balancing test”) to ensure the proportionality of the processing so that the rights and freedoms of the Data Subjects 
are not affected, taking into account their reasonable expectations in relation to the specific processing activity carried out. 
Data Subjects may request further information on the above assessment by sending an email to the following address: 
dataprotectionofficer@rdmgroup.com. 

mailto:dataprotectionofficer@rdmgroup.com
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Finally, it should be noted that the Data Controller and the Joint Data Controllers have signed a joint agreement, which I will 
be made available to interested parties following a request sent to the following address: 
dataprotectionofficer@rdmgroup.com. 

The Data Controller also informs the Data Subjects that they have the opportunity to object to the processing of their 
personal data based on the Company’s legitimate interest. 

5. HOW DO WE PROCESS YOUR PERSONAL DATA? 
In relation to the above Purposes, the processing of personal data may consist in the activities indicated by Article 4, 
paragraph 1, no. 2) of the GDPR, i.e.: collection, recording, organisation, structuring, storage, adaptation or modification, 
extraction, consultation, use, communication by transmission, interconnection, cancellation and destruction of personal data. 
The personal data of the Data Subjects will also be: 

• processed in accordance with the principles of lawfulness, propriety and transparency; 
• collected for the legitimate Purposes determined above; 
• adequate, relevant and limited to what is necessary in relation to the Purposes for which they are processed; 
• stored in a form that allows the identification of the Data Subject for a period not exceeding the achievement of the 

Purposes, as defined in greater detail in point 7 below;  
• treated in such a way as to ensure adequate security against the risk of destruction, loss, modification, unauthorised 

disclosure or access through technical and organisational security measures. 
Processing may be carried out by manual, electronic and telematic means that are strictly related to the Purposes themselves 
and, in any case, by methods that guarantee the security and confidentiality of the data, in addition to compliance with the 
specific obligations established by the Privacy Legislation applicable from time to time. 

6. WHO DO WE SHARE YOUR PERSONAL INFORMATION WITH? 
The personal data of the Data Subjects will be processed by employees and collaborators of the Company and/or subsidiaries 
of the RDM Group, specifically designated as persons authorised to process data pursuant to Article 29 of the GDPR and 2-
quaterdecies of the Privacy Code, where necessary to pursue the Purposes referred to in point 3 above of this Privacy Notice. 

In addition, the Data Controller informs the Employees that their personal data may be communicated for the pursuit of the 
Purposes to additional recipients or categories of recipients, as autonomous data controllers or, where necessary, data 
processors specifically selected and appointed pursuant to Article 28 of the GDPR, including but not limited to: 

a) the company that provides the Platform and/or the relevant maintenance services 

b) competent authorities and public bodies, for the performance of institutional functions, within the limits established by 
law and regulations; 

c) consultants and independent professionals in single or associated form (in particular, lawyers); 

7. TRANSFER PERSONAL DATA TO NON-EU COUNTRIES? 
The personal data of Data Subjects will not be subject to transfers to third countries outside the EU. Any transfer of the 
personal data of Data Subjects to non-EU countries may take place only under the terms and with the guarantees provided 
by the Privacy Legislation and, in particular, pursuant to Articles 44 – 49 of the GDPR. In any case, if there is a transfer of 
personal data to countries outside the EU, the Data Controller, also on behalf of the Join Controllers, will promptly inform 
the Data Subjects. 

8. HOW LONG DO WE KEEP PERSONAL DATA? 
The personal data of the Data Subjects will be stored and processed: 

• for the time necessary to process the Report and, in any case, no later than five years from the date of notification of the 
final outcome of the Report request; 

• in the event of any litigation, for the entire duration of the litigation, until the time limits for the admissibility of the appeal 
proceedings are exhausted. 

mailto:dataprotectionofficer@rdmgroup.com
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In any case, the personal data of the Data Subjects will be stored and processed only for as long as necessary to pursue the 
Purposes for which they were collected, complying with the principle of minimisation as per Article 5, paragraph 1, letter c) 
of the GDPR. 

At the end of the aforementioned retention periods, the personal data of the Data Subjects will be deleted unless there are 
further legitimate interests of the Data Controller (and/or Join-Controller) and/or legal obligations which make it necessary, 
after minimisation, to preserve them. 

9. WHAT ARE YOUR RIGHTS IN RELATION TO THE PROCESSING OF YOUR PERSONAL DATA, HOW CAN YOU 
EXERCISE THEM AND HOW CAN YOU CONTACT US? 

The Data Controller informs the Data Subject that, according to law, he or she will always have the right to withdraw his or 
her consent at any time, where given, and to exercise, at any time, the following rights (collectively, the “Rights”): 

a) the “right of access” and in particular obtain confirmation of the existence or otherwise of personal data concerning 
him or her and its communication in an intelligible form; 

b) the "right to rectification", i.e. the right to request rectification or, if interested, to supplement personal data; 
c) the “right to erasure”, i.e. the right to request that data processed in violation of the law be erased, transformed into 

anonymous form, including data that does not need to be stored in relation to the Purposes for which the personal 
data were collected or subsequently processed; 

d) “right to restriction of processing” i.e. the right to obtain from the Data Controller and/or the Joint Controller 
restriction of processing in some cases provided for in the Privacy Legislation; 

e) the right to request from the Data Controller and/or Joint Controller an indication of the recipients to whom it has 
notified any corrections or cancellations or limitations on processing (made pursuant to Articles 16, 17 and 18 of the 
GDPR, in fulfilment of the notification obligation, except in cases where this proves impossible or involves a 
disproportionate effort); 

f) “right to data portability”, i.e. the right to receive (or directly transmit to another Data Controller and/or Joint Data 
Controller) personal data in a structured, commonly used and machine-readable format; 

g) “right to object” i.e. the right to object, in whole or in part:  
• to the processing of personal data carried out by the Data Controller and/or the Join-Controller for its own 

legitimate interest; 
• to the processing of personal data by the Data Controller and/or Joint Data Controller for marketing or profiling 

purposes. 
The Data Controller, also on behalf of the Joint Controllers, informs you that, in the context of the management of the Report, 
the Rights may be exercised taking into account the limits established in Article 2-undecies of the Privacy Code, in particular 
if (inter alia) the exercise of such rights may effectively prejudice the confidentiality of the identity of the person who reports 
violations of which he/she becomes aware due to his/her employment relationship or the functions performed. 

In the above cases, where necessary, the Data Controller and/or Joint Controller shall inform third parties to whom the 
personal data of the Data Subject are communicated of any exercise of rights, with the exception of specific cases where this 
is not possible or is too costly and, in any case, in accordance with the Privacy Legislation. It is expressly understood, as 
provided for in Article 21 of the GDPR, that in the event of exercise of the right of objection by the Data Subject, the Data 
Controller and/or the Joint Controller shall refrain from further processing the personal data unless it demonstrates the 
existence of compelling legitimate reasons to proceed with the processing that prevail over the interests, rights and freedoms 
of the Data Subject or to establish, exercise or defend a right in court. 

The Data Subject may at any time exercise his/her Rights as follows:  

- by email to: RDM-GDPR@rdmgroup.com or dataprotectionofficer@rdmgroup.com 

- by ordinary post, to the address of the registered office of the Data Controller indicated on the title page. 
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In any case, the Company – where there are reasonable doubts about the identity of the Data Subject submitting the request 
referred to in Articles 15 to 21 of the GDPR – may request additional information necessary to confirm the identity of the 
Data Subject. 

Please note that the Company undertakes to respond to your requests within one month of receipt of the request. This 
period may be extended depending on the complexity or number of requests and the Company will explain the reason for 
an extension within one month of your request. It should also be noted that if the Data Controller and/or the Joint Controller 
does not comply with the request, it is required to respond to the Data Subject as to the reasons for the non-compliance 
and the possibility of lodging a complaint with a supervisory or judicial review authority within one month of receipt of the 
request. 

10. HOW CAN YOU LODGE A COMPLAINT WITH THE DATA PROTECTION AUTHORITY? 
The Data Controller shall inform the Data Subject that, pursuant to the Privacy Legislation, he/she has the right to lodge a 
complaint with the competent Supervisory Authority (in particular in the Member State of his/her habitual residence, place 
of work or place of the alleged breach), if he/she is of the opinion that his/her personal data are processed in such a way as 
to lead to breaches of the GDPR. 

In order to facilitate the exercise of the right to lodge a complaint, the name and contact details of the European Union 
Supervisory Authorities are available at the following link: https://ec.europa.eu/justice/article-29/structure/data-protection-
authorities/index_en.htm 

Finally, if the Data Subject intends to lodge a complaint with the Supervisory Authority competent for Italy (i.e. Autorità 
Garante per la protezione dei dati personali) the complaint form is available at the following link: 
https://www.garanteprivacy.it/home/docweb/-/docweb-display/docweb/4535524. 

11. CHANGES TO THE PRIVACY POLICY 
This Notice may be amended and supplemented from time to time. We encourage Data Subjects to check the content 
periodically. In any event, the Data Controller will be responsible for appropriately reporting any significant changes to this 
Policy. 

 

Document updated as of 01.07.2023 
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B. Addresses for Reports 
 

ORDINARY POST 

Reno De Medici S.p.A. c/a Supervisory Body 

Viale Isonzo, 25 

 20135 Milan 

 

E - MAIL 

organismodivigilanza@rdmgroup.com  

 

WEBSITE 

https://privacyportal-de.onetrust.com/whistleblower/7983cb48-135b-4c99-9382-
7913ed4f6baf/b3b3db09-a349-4da5-a3ea-276a270fe3c6/landing 
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